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1 Introduction

1.1 Purpose of document

This document provides categories for comparison of proposals and a recommendation for data to include with proposals that are submitted to 802.11 TGs.  
This document is intended to provide a recommended structure for convenient comparison of features and characteristics of different proposals.  It provides recommended guidelines to developers of proposals on the types of characteristics that TGs members will evaluate when selecting one or more winning proposals.

This document does not specify an exhaustive collection of functions, detailed simulation scenarios, and measurements for comparison.  It is the responsibility of those submitting proposals to TGs to convince the task group of the technical merits of their proposal.  Proposers are welcome to provide additional quantitative and/or qualitative data to that specified in this document.

Section 2 through Section 6 of this document provide informative templates to be filled out by those submitting proposals to 802.11 TGs.  The templates in sections 2, 3, 4, and 5 are check lists of what is included in a proposal along with references on where to find relevant materials for each category.  Section 3 is an important template that indicates coverage of minimum functional requirements for TGs.  Sections 4 and 5 are checklists of some possible functions that are in scope for TGs.  Section 6 defines quantitative metrics for comparing and evaluating proposals and provides a template for listing references for relevant quantitative descriptions and data.

In the case of partial proposals, only the relevant template sections need be filled in.  Sections 2 and 3 must be filled in for all proposals.
1.2 Relationship to Functional Requirements and Scope
The main purpose of the comparison criteria is to define categories and metrics to enable comparison of TGs proposals, while the functional requirements and scope document [5] specifies the minimum functional requirements that must be addressed by IEEE 802.11s and clarifies the scope of efforts undertaken by TGs.
2 Additional Supporting Material
This section contains requirements for additional documentation that must be submitted with a proposal.  This is a template that must be filled in and included with a proposal submission.
	Number
	Name
	Definition
	Coverage

(Yes/No)
	Notes   
	References

	AD1
	Reference submissions
	A list of IEEE 802 submissions related to the proposal, both documents and presentations.
	
	
	

	AD2
	Simulation and/or experimental methodology
	Any proposal submission that includes simulation results must include a description of the simulation methodology used for mesh simulations.  The simulation methodology documentation should provide enough information to, in principle, reproduce the simulation (e.g., including node positions, traffic and propagation model (including PHY assumptions), packet sizes, etc.).
	
	
	


3 Coverage of Minimum Functional Requirements
This section contains a template for disclosure of coverage of minimum functional requirements with a proposal.  See [6] for detailed definitions of functional requirements.  This template must be filled in and included with a proposal submission.
[Editor Note: This template should be synchronized with Section 3 in 11-04/1174 when the CFP is issued.]
	Number
	Category
	Name
	Coverage

(Complete /Partial/ None)
	Notes
	References

	FR1
	TOPO_RT_FWD
	Mesh Topology Discovery
	
	
	

	FR2
	TOPO_RT_FWD
	Mesh Routing Protocol
	
	
	

	FR3
	TOPO_RT_FWD
	Extensible Mesh Routing Architecture
	
	
	

	FR4
	TOPO_RT_FWD
	Mesh Broadcast Data Delivery
	
	
	

	FR5
	TOPO_RT_FWD
	Mesh Unicast Data Delivery
	
	
	

	FR6
	TOPO_RT_FWD
	Support for Single and Multiple Radios
	
	
	

	FR7
	TOPO_RT_FWD
	Mesh Network Size
	
	
	

	FR8
	SECURITY
	Mesh Security
	
	
	

	FR9
	MEAS
	Radio-Aware Routing Metrics
	
	
	

	FR10
	SERV_CMP
	Backwards compatibility with legacy BSS and STA
	
	
	

	FR11
	SERV_CMP
	Use of WDS 4-Addr Frame or Extension
	
	
	

	FR12
	DISC_ASSOC
	Discovery and Association with an ESS Mesh
	
	
	

	FR13
	MMAC
	Amendment to MAC with no PHY changes required
	
	
	

	FR14
	INTRWRK
	Compatibility with higher-layer protocols
	
	
	


4 Coverage of In-Scope Functions (Informative)
This section contains a template for informative disclosure of coverage of in-scope functions with a proposal.  See [6] for detailed description of in-scope functions considered by TGs.  This template may be filled in and included with a proposal submission.
This purpose of this template is primarily to aid the reader in identifying which in-scope features are covered by a proposal, and which sections of the proposal are relevant to each feature.   The in-scope functions listed below are NOT mandatory for inclusion in a proposal and are NOT functional requirements.  Proposers are welcome to provide additional functions that are in-scope.
[Editor Note: This template should be synchronized with Section 4 in 11-04/1174 when the CFP is issued.]
	Number
	Name
	Coverage

Yes / No / N/A
	Notes
	References

	Mesh Topology Learning, Routing, and Forwarding (TOPO_RT_FWD)

	TOPO_RT_FWD_SCP1
	· Mesh topology discovery, including Mesh Point neighbor discovery within an ESS Mesh
	
	
	

	TOPO_RT_FWD_SCP2
	· MAC address-based mesh routing protocols and algorithms
	
	
	

	TOPO_RT_FWD_SCP3
	· MAC-layer mesh broadcast/multicast and unicast data delivery
	
	
	

	TOPO_RT_FWD_SCP4
	· Architecture to support alternative routing protocols and metrics
	
	
	

	TOPO_RT_FWD_SCP5
	· Mesh routing with single-radio devices
	
	
	

	TOPO_RT_FWD_SCP6
	· Mesh routing with multiple-radio devices
	
	
	

	TOPO_RT_FWD_SCP7
	· Use of radio-aware route selection metrics 
	
	
	

	TOPO_RT_FWD_SCP8
	· QoS-based route selection
	
	
	

	TOPO_RT_FWD_SCP9
	· Proactive routing
	
	
	

	TOPO_RT_FWD_SCP10
	· On-demand routing
	
	
	

	TOPO_RT_FWD_SCP11
	· Hybrid routing
	
	
	

	TOPO_RT_FWD_SCP12
	· Mesh Point neighbor discovery within an ESS Mesh via passive scanning 
	
	
	

	TOPO_RT_FWD_SCP13
	· Mesh Point neighbor discovery within an ESS Mesh via active scanning
	
	
	

	TOPO_RT_FWD_SCP14
	· Mesh routing in the presence of low-power (e.g. battery-powered) Mesh Points
	
	
	

	TOPO_RT_FWD_SCP15
	· Support for ESS Mesh network configurations with more than 32 Mesh Points.
	
	
	

	TOPO_RT_FWD_SCP16
	· Ability to recognize changes in the topology within a bounded time
	
	
	

	TOPO_RT_FWD_SCP17
	· Ability to reconfigure the routing scheme within a bounded time in response to detected changes
	
	
	

	TOPO_RT_FWD_SCP_Other
	· 
	
	
	

	Mesh Security (SECURITY)

	SECURITY_SCP1
	· Secure association of Mesh Points to an ESS Mesh
	
	
	

	SECURITY_SCP2
	· Securing an ESS Mesh in which all of the Mesh Points are controlled by a single logical administrative entity for security.
	
	
	

	SECURITY_SCP3
	· Secure data message exchange between Mesh Points over mesh links
	
	
	

	SECURITY_SCP4
	· Secure management message exchange between Mesh Points over mesh links
	
	
	

	SECURITY_SCP5
	· Secure topology and routing information exchange between Mesh Points over mesh links
	
	
	

	SECURITY_SCP6
	· Centralized authentication  and key management
	
	
	

	SECURITY_SCP7
	· Distributed authentication and key management
	
	
	

	SECURITY_SCP8
	· Hybrid authentication and key management
	
	
	

	SECURITY_SCP9
	· Static key support
	
	
	

	SECURITY_SCP10
	· Dynamic key support
	
	
	

	SECURITY_SCP11
	· Extension of IEEE 802.11i security mechanisms for mesh
	
	
	

	SECURITY_SCP_Other
	· 
	
	
	

	Mesh Measurement (MEAS)

	MEAS_SCP1
	· Specification of radio-aware metrics for use by mesh routing protocols
	
	
	

	MEAS_SCP2
	· Specification of radio-aware metrics for use by mesh medium access coordination
	
	
	

	MEAS_SCP3
	· Mesh link quality measurements
	
	
	

	MEAS_SCP4
	· Mesh path quality measurements
	
	
	

	MEAS_SCP5
	· Measurements to support the use of various types of antennas in a mesh network
	
	
	

	MEAS_SCP6
	· Mesh related measurements to aid STAs in making roaming decisions, e.g., WDS capacity currently available for traffic forwarding.
	
	
	

	MEAS_SCP_Other
	· 
	
	
	

	Mesh Discovery and Association (DISC_ASSOC)

	DISC_ASSOC_SCP1
	· Protocols to allow Mesh Points to discover ESS Mesh networks
	
	
	

	DISC_ASSOC_SCP2
	· Protocols to allow Mesh Points  to associate and disassociate with an ESS Mesh network
	
	
	

	DISC_ASSOC_SCP3
	· Protocols to allow Mesh Points to associate and disassociate with other Mesh Points within an ESS Mesh
	
	
	

	DISC_ASSOC_SCP_Other
	· 
	
	
	

	Mesh Medium Access Coordination (MMAC)

	 MMAC_SCP1
	· Mitigate performance degradation caused by hidden nodes
	
	
	

	MMAC_SCP2
	· Mitigate performance degradation caused by exposed nodes
	
	
	

	MMAC_SCP3
	· Flow control over multi-hop paths to avoid performance degradation and/or meet QoS goals.
	
	
	

	MMAC_SCP4
	· Coordinating channel access across multiple nodes to avoid performance degradation and/or meet QoS goals in the multi-hop network.
	
	
	

	MMAC_SCP5
	· Traffic prioritization within an ESS Mesh
	
	
	

	MMAC_SCP6
	· Enhancements to make the MAC work well across a range of different network sizes, usage models, etc.
	
	
	

	MMAC_SCP7
	· Mesh link communication coordination
	
	
	

	MMAC_SCP8
	· Support for admission control to determine if a particular flow can be admitted into the mesh network based on the availability of resources and existing usages.
	
	
	

	MMAC_SCP9
	· Traffic management when both BSS traffic and mesh forwarding traffic are present in one device (for example in a Mesh AP).
	
	
	

	MMAC_SCP10
	· Multi-radio support to improve network performance.
	
	
	

	MMAC_SCP11
	· Medium access coordination enhancements for efficient multicasting and broadcasting in a mesh network.
	
	
	

	MMAC_SCP12
	· Management of co-channel interference to improve spatial reuse in mesh network.
	
	
	

	MMAC_SCP_Other
	· 
	
	
	

	Compatibility to 802.11 Services (SERV_CMP)

	SERV_CMP_SCP1
	· Mesh Point DS Services (DSS) Integration
	
	
	

	SERV_CMP_SCP2
	· ESS Mesh compatibility with STA mobility/roaming
	
	
	

	SERV_CMP_SCP3
	· Techniques to allow ESS Mesh to meet 802.11r system requirements
	
	
	

	SERV_CMP_SCP4
	· Dissemination of  STA-to- destination MeshAP or STA-to-destination Mesh Portal routing information in the ESS Mesh.
	
	
	

	SERV_CMP_Other
	· 
	
	
	

	Mesh Interworking (INTRWRK)

	 INTRWRK_SCP1
	· Allow an ESS Mesh to interface with higher layer protocols
	
	
	

	INTRWRK_SCP2
	· Interfacing an ESS Mesh with other IEEE 802 LANs 
	
	
	

	INTRWRK_SCP3
	· Support for interfacing an ESS Mesh with other IEEE 802 LANs using 802.1D
	
	
	

	INTRWRK_SCP4
	· Support for efficient utilization of multiple Mesh Portals in a single ESS Mesh.
	
	
	

	INTRWRK_SCP_Other
	· 
	
	
	

	Mesh Configuration and Management (CFG_MGMT)

	CFG_MGMT_SCP1
	· Protocol extensions to support self-configuring formation of an ESS Mesh network
	
	
	

	CFG_MGMT_SCP2
	· Interfaces to support 802.11h DFS compliancy
	
	
	

	CFG_MGMT_SCP3
	· Interfaces and parameter exchange to enable RF auto configuration support
	
	
	

	CFG_MGMT_SCP4
	· Support for managed network management model
	
	
	

	CFG_MGMT_SCP5
	· Support for unmanaged network management model
	
	
	

	CFG_MGMT_SCP6
	· Interfaces and parameter exchange to exchange information about the capabilities of Mesh Point devices
	
	
	

	CFG_MGMT_SCP7
	· Mesh network channel selection
	
	
	

	CFG_MGMT_SCP8
	· Mesh network Tx power control
	
	
	

	CFG_MGMT_SCP9
	· QoS policy and management 
	
	
	

	CFG_MGMT_SCP10
	· Support for time synchronization of Mesh Points if required by mesh services
	
	
	

	CFG_MGMT_SCP_Other
	
	
	
	


5 Applicability to Usage Scenarios
This section contains a template for reporting usage scenarios for which the proposer believes the solution is relevant.  It is desirable for proposals to provide evidence of meeting the soft requirements from the Usage Models document [3].  This template may be filled in and included with a proposal submission.

It is not mandatory to prove the applicability of a proposal to any of the following usage scenarios.  If simulation results are included with a proposal, simulation scenarios relating to the following usage models are preferred.  If simulation results are include with the proposal, a detailed simulation methodology must also be included (See AD2: Simulation and/or experimental methodology in Section 3).  
	Number
	Name
	Definition
	Data Included?
Yes/No
	Notes
	References

	UM1
	Residential
	Include a description of how the proposal is applicable to residential usage scenarios, as described in [3].
	
	
	

	UM2
	Office
	Include a description of how the proposal is applicable to office usage scenarios, as described in [3].
	
	
	

	UM3
	Campus/Community/Public Access Networks
	Include a description of how the proposal is applicable to campus/community/public access  usage scenarios, as described in [3].
	
	
	

	UM4
	Public Safety
	Include a description of how the proposal is applicable to public safety usage scenarios, as described in [3].
	
	
	

	UM5
	Military
	Include a description of how the proposal is applicable to military usage scenarios, as described in [3].
	
	
	


6 Quantitative Comparison Criteria
This section contains a template for reporting quantitative results relating to a proposal.  This list provides a list of quantitative metrics that are considered useful for comparing proposals to TGs.   It is expected that the comparison process for proposals will be iterative, and more detailed comparison methods may be added later as necessary.

This template may be filled in and included with a proposal submission.  Proposers are welcome to provide additional quantitative data to that specified in this section.  
If simulation or experimental results are included with the proposal, a detailed simulation methodology must also be included (See AD2: Simulation and/or experimental methodology in Section 3).  In addition to simulations, a proposal may also include analytical results with clearly documented scenarios and assumptions.
	Number
	Name
	Definition
	Data Included?
Yes/No
	Notes
	References

	QC1
	Routing complexity
	Memory, computation, communication complexity as a function of number of Mesh Points, number of STAs, number of active Mesh Paths, diameter and degree of the topology graph
	
	
	

	
QC2
	Routing convergence and recovery
	Time to discover a route, detect a link or node failure or performance metric change, repair a route due to failure or metric change as a function of number of Mesh Points, number of STAs, number of active Mesh Paths, diameter and degree of the topology graph, rate of change of the topology
	
	
	

	QC3
	Data delivery
	End-to-end throughput, latency, reliability for traffic flows across the mesh as a function of the number of Mesh Points, number of active Mesh Paths, number of simultaneous traffic flows, diameter and degree of the topology graph, rate of change of the topology
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Abstract


This document specifies comparison criteria that must be addressed by any proposal in response to the IEEE 802.11 TGs call for proposals.  This document is intended to provide categories for comparison of proposals and a recommendation for data to include with proposals.  
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